
 

Training and Education 
Providing ongoing Cyber Security training to all club staff to ensure they are able to 

identify potential threats, while also conducting randomized testing to 
confirm staff can apply this training in real-world scenarios. 

 
CYBER SECURITY CONTROLS 

Here at Ryde Eastwood Leagues Club, we take the security of your data seriously. We 

employ a range of security controls to protect your information from unauthorized access 

and disclosure. This info sheet outlines some of the key security measures we have in place 

to keep your data safe. We understand the importance of safeguarding your information 

and are committed to maintaining a high standard of security. 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Please Note: Before granting access to any third-party vendor, software, or application that 

requests access to any sensitive data, Ryde Eastwood Leagues Club conducts a thorough vetting 

and review process of the requesters security measures. This process includes evaluating their 

data protection policies, security controls, encryption standards and access controls.  

If you have any questions or concerns relating the above information, please feel free to contract 

the club on (02) 9807 2444 or email us at info@releagues.com.au 

Access Control 
Regulating who has permission to view, access or modify certain data, resources and 

computer system within our network via user account permissions, complex passwords, 
2-factor authentication and regular access audits. 

Firewall and Endpoint Protection 
Employing the use of Next-Gen firewalls to monitor, inspect and control all traffic flowing  

To and from our network. While endpoint protection continually monitors and blocks  
various types of threats including viruses, malware, spyware, and other malicious software. 

 

Third-Party Penetration Testing 
Working with third-party Cyber Security Specialists to put our security controls to the  

test and ensure there are no known critical vulnerabilities that could put our network at risk.  

Incident Response 
Adhering to a structured and tested Cyber Security Incident response plan to identify,  
Manage and mitigate a cyber security incident as quickly and effectively as possible.  
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